
About this Documentation
The Encryption for Entire Net-Work is a Software AG product option that provides support for the Secure
Sockets Layer (SSL) management of message transmissions via Entire Net-Work. This support is
provided for Entire Net-Work on both mainframe and open systems; so Encryption for Entire Net-Work is
a product that is installed in both environments. 

Encryption for Entire Net-Work is packaged as one complete product, spanning both mainframe and open
systems. The mainframe and open systems portions of the product are delivered on different media and
have separate installations and activation. 

This document describes the use of Encryption for Entire Net-Work on both mainframe and open systems. 

This Encryption for Entire Net-Work documentation is organized as follows:

Release Notes Describes the changes, enhancements,
prerequisites, migration considerations, and
documentation for this release of Encryption for
Entire Net-Work. 

Concepts Provides a high-level introduction to Encryption for
Entire Net-Work. 

Installing Encryption for
Entire Net-Work

Describes the prerequisites for Encryption for
Entire Net-Work and explains how to install it on
the mainframe and on open systems. 

Activating Encryption
for Entire Net-Work

Describes the steps necessary to activate
Encryption for Entire Net-Work on mainframe and
open systems. 

Using the Mainframe
SSL Line Driver

Explains how to use the mainframe SSL line driver,
the primary Encryption for Entire Net-Work
component on mainframe systems. 

Using the SSL Toolkit Explains how to use the SSL Toolkit on open
systems to create certificates for testing your use of
Encryption for Entire Net-Work. 

Access and Connection
Definition Setup

Describes the target definition access and
connection definition syntax required for
Encryption for Entire Net-Work support. 

Security Scenarios Provides mainframe and open systems examples of
Encryption for Entire Net-Work use. 
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