
Adabas Manager Security 
Adabas Manager version 7.7 provides a security system to control the resources available to the users who
administrate the Adabas databases: 

access control by user ID and password (authentication)

access protection of the individual objects of an Adabas database (authorization) 

Selecting Adabas Databases in the Adabas Manager tree will display an Overview of Adabas Databases
in detail-view. The available database names and IDs are listed with their Adabas version and the
information where logon is required. 

Note:
For protected databases, tree items you are not authorized to view are not displayed; where menus are
available for viewing but may not be modified, the respective buttons are grayed out or not available
(depending on the browser you use) in the detail-view panels. 

Adabas Manager also supports simultaneous logon to more than one nucleus, which is useful in
configurations where several nuclei run on the same server. It transfers user IDs and passwords (including
new passwords) to all control instances. Adabas Manager neither restricts nor extends the user data rules
which apply in the data center. 

You can logon to Adabas databases by marking the appropriate check boxes in the table and clicking 
Login. For detailed information on how to logon to Adabas databases with Adabas Manager, see Selecting
a Database. 

The information is organized in the following topics:

Adabas SAF Security Support 

Working with a Protected Nucleus 
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